**Microsoft Company Overview:**

Microsoft is a technology company most famous for their personal computer operating systems. Founded in 1975 by Bill Gates and Paul Allen, the company has over 115,000 employees worldwide and made just under $96 billion of revenue in their 2015 fiscal year (Facts About Microsoft). The company made a name for itself in the 1980’s with the development of the MS-DOS operating system, which was followed by their Windows operating system shortly thereafter (Facts about Microsoft). The company went public in 1986 and is currently valued at $403.2 billion. It currently ranks 31st on the list of Fortune 500 companies (Fortune). Microsoft is based here in the Puget Sound, with the majority of their employees working out of the Microsoft campus in Redmond, WA.

The company is segmented by business functions and engineering groups. Business functions include: Business Development Group, Corporate, External, and Legal Affairs, Corporate Strategy & Planning, Finance Group, HR group, Marketing Group, and Operation. The Engineering Groups include: Applications and Services Engineering Group, Cloud and Enterprise Engineering Group, Windows and Devices Group, and Technology and Research (Facts About Microsoft).

In addition to the long line of Microsoft Windows operating systems for which the company is so famous, they branched out into hardware products in the early 2000’s with the development of the Xbox, the Windows line of mobile phones, and the Microsoft Surface tablet. Other software products include Skype (acquired in 2011) and cloud services. They also continued to update and improve their Microsoft Office Suite of applications, which includes the likes of Microsoft Word, PowerPoint, Excel, and Outlook. As of November of 2014, 1.5 billion people use a Microsoft Windows operating system every day and 1.2 billion people use Microsoft Office (Microsoft by the Numbers).

As our project is focused on the privacy policies behind Microsoft’s most recent version of their Windows operating system, Windows 10, it would be prudent to discuss the history and context of that project in further detail. Windows 10 was released in the summer of 2015 and given to users of Windows 8 as a free upgrade. According to Microsoft, Windows 10 was designed to run on all modern Windows devices including: Windows PC’s, tablets, phones, Window’s Internet of Things products, Microsoft Surface Hub, Xbox One, and Microsoft HoloLens (Myerson). It was also touted as being the “most secure platform ever, including Windows Defender for free anti-malware protection, and being the only platform with a commitment to deliver free ongoing security updates for the supported lifetime of the device” (Myerson). Microsoft announced that there were roughly 14 million downloads of Windows 10 in the first 24 hours after the new operating system was launched and one month later, it was estimated that between 50 and 67 million people were using the product (Wilson). The company’s ultimate goal is to have Windows 10 running on one billion devices within two to three years (Ralph).

**Summary of the information issue**

Microsoft Windows 10 has been in the eye of the storm of numerous protests for the manner in which personal information is gathered. Of course, Microsoft has been collecting personal data for years now, but since the introduction of Windows 10, a deluge of information has become available and accessible to the company. The timing could not have been more appropriate. At a juncture when Big Data has debuted on the business, science and administration scenes in an enormous way, Windows 10 seems poised to beat every information gathering agency hollow. With more than 200 million devices running Windows 10, Microsoft may well be the best information vendor of the decade. How all this information is used is not fully understood, except certain euphemistic explanations by the company (Microsoft Privacy Policy). Microsoft explains it ‘’will access, disclose and preserve personal data, including your content (such as the content of your emails in Outlook.com, or files in private folders on OneDrive) when we have a good-faith belief that doing so is necessary to:

1. Comply with applicable law or respond to valid legal process, including from law enforcement or other government agencies;

2. Protect our customers, for example, to prevent spam or attempts to defraud users of the services, or to help prevent the loss of life or serious injury to anyone;

3. Operate and maintain the security of our services, including to prevent or stop an attack on our computer systems or networks; or protect the rights or property of Microsoft, including enforcing the terms governing the use of the services - however, if we receive information indicating that someone is using our services to traffic in stolen intellectual or physical property of Microsoft, we will not inspect a customer's private content ourselves, but we may refer the matter to law enforcement’’ (Microsoft Privacy Policy).

The company’s “good faith” has elicited mixed responses ranging from derisive to acquiescent, but most of it questions the need for gathering so many data. Moreover, the company makes no bones about the fact that third parties may make use of personal data made available to them as they feel fit. Ostensibly, Microsoft uses personal information such as location or your picture to improve the user experience. This may be acceptable because Android and iOS also do the same. However, Cortana, a new feature which serves as a personal assistant, demands an uncomfortable amount and range of information. Of course, one can always choose to not use it, but for the average user, it is difficult not to try out these brand new features.

Many have criticized the ‘opt-out’ instead of the ‘opt-in’ settings that do not always allow users to realize that they may be passing on important and very private information. Microsoft’s language in one or two settings is very vague, which means it’s hard to tell when it is or isn’t collecting data related to some settings. The “Getting to Know You” setting is particularly vague and problematic. Most casual users will never even look at these settings. It has led to major concerns regarding “keylogger” issues, that is, whether Microsoft gets hold of every word that is typed (Matthews). The clarification issued apparently denies anything of the sort, asserting that ‘typing and inking’ information is gathered merely in order to improve language by checking spelling and other errors, and to improve customer experience (Sarkar). Yet, niggling doubts still prevail over the vague language Microsoft uses. The company clarifies, “The data is put through rigorous, multi-pass scrubs to ensure it does not collect sensitive or identifiable fields (e.g., no email addresses, passwords, alphanumeric data, etc.). Data is also chopped into very small bits and stripped of sequence data so it cannot be put back together or identified. The data samplings collected are limited; Microsoft is not capturing everything you write, nor is it capturing data every time” (Gordon)**.** As mentioned earlier, the language leaves enough scope for multiple interpretations. In fact, even diagnostic data one sends can be used to access important information such as how long you spent on a particular web page or how often you use a particular app.

Windows 10 comes built in with a number of settings that can help one preserve privacy. For instance, one can turn off Cortana, or text prediction, reminiscent of Google Search. The most contentious, “Getting to know you” can also be turned off, as can the Cloud Info. But if you are very particular about sharing personal information, you will also have to disable Sync, which will sync all information on all your Windows 10 PCs. Yet, whatever you do, data is bound to go to Microsoft from Windows as the company claims that it is essential for consumer protection and of course, for advertising.

Windows has been into the business of data collection for two decades, then why is there so much outcry now? One of the main reasons for this is the impact of whistleblowers like Edward Snowden, Julian Assange, and Bradley Manning. Techtarget.com defines ‘The Snowden effect’ as “ the increase in public concern about information security and privacy resulting from disclosures that Edward Snowden made detailing the extent of the National Security Agency's (NSA) surveillance activities” (WhatIs). Citizens have become more concerned about how, when, and why their data is being collected by government or non-government agencies. Certain studies to measure the impact of Snowden revelations have been carried out. The Internet poll conducted by the Center for International Governance Innovation showed that 60 percent of respondents spanning across 24 countries knew about the Snowden revelations (Rouse).

Studies have been conducted to quantify some of the effects as indicated by changes since the Snowden revelations. An Internet poll conducted by the Center for International Governance Innovation showed across 24 countries that, overall, 60 percent of respondents were aware of Snowden. Germany was at the top with 94 percent. Sweden, Brazil, China and Hong Kong all were in the mid-to-low eighties. US and Canada were 76 percent and 64 percent respectively. The poll also showed changes in the behavior of people. 43 percent of the people participating in the poll said that they have grown more careful while surfing. Also, 49 percent of the respondents said that they change their passwords more often after knowing about Edward Snowden(Rouse). Thus, we can see that whistleblowers have brought a social and technological change that has completely transformed the ethical issue of data collection.
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